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Introduction
There are three different levels of Customer Due Diligence (CDD) procedures to be applied depending upon the overall risk of the client the firm is acting for (or proposing to).
1. Simplified due diligence
Simplified due diligence is applied to clients where their existence can be readily verified, and the work being undertaken is not considered to be high risk. Typically, this would be where a firm is performing work for local or central government, or publicly listed companies.
For most firms, the use of simplified due diligence would be unusual.
2. Normal due diligence
The majority of clients will fall within normal due diligence procedures. Most practitioners will be familiar with this approach and be aware of the routines involved in carrying out normal due diligence (which is outlined below). 
3. Enhanced due diligence
Firms should apply enhanced due diligence in circumstances where they view the client to be of a higher risk. This may be because the client is a Politically Exposed Person (PEP), or perhaps has not been met face to face. Additional client identity verification measures would be expected in such cases.
Customer due diligence
There are three distinct elements to recording Customer Due Diligence (CDD):
Client identity verification
Recording of background knowledge of client
Consideration of money laundering risks specific to each client

Client identity verification
Obtaining documentary evidence that your prospective client is who they say they are is a key component of the CDD process. For individuals and natural persons this is fairly straightforward and the firm should be able to readily demonstrate how they have verified the client’s identity.
For corporate entities, trusts, or charities, evidence should be obtained to confirm the existence of the entity. Key individuals, beneficial owners and officers’ identities are required to be verified.
If simplified due diligence is being applied, it would still be expected that the client file would readily demonstrate that the practitioner has confirmed that the client exists, although there will not be a need to verify the identities of key individuals in terms of operating that entity.
In cases where enhanced due diligence is applied, at least one additional measure should be taken to support the identity verification process. For the most part, normal due diligence procedures will apply.
It is expected that CDD procedures are completed prior to deciding whether to take an individual or entity on as a client. If for some reason there was an exception to the above procedure, then the firm ought to record why the appointment has begun, and document what process is in place to ensure that CDD is recorded as soon as is practicable possible thereafter. Details of acceptable documentation are set out in full below.
Recording of background knowledge of client
It is essential that the firm records fully appropriate background knowledge of a client. There are templates available from the General Practice Manual that should assist with compliance. 
The information required should include basic details of the client such as:
	For Individuals 
	For Entities 
(trading businesses, companies, charities etc.) 

	Name
Date of Birth
Address
NI Number
UTR Number
Details of employment/self-employment
Background information regarding the sources of funds (income and capital)

	Name
Trading name (if different)
Registered office address
Other trading addresses
Company registration number
Year end date
Tax reference numbers (CT, VAT, PAYE etc)
Nature of business
Typical customers and suppliers
Nature of transactions
Funding sources




Consideration of money laundering risks specific to each client
The 2017 Anti-Money Laundering Regulations highlight the importance of risk assessments to the CDD process. The firm must be able to demonstrate that they have considered the money laundering risks pertaining to every client. Common risk factors are set out on the ‘Know your Client’ templates available from the General Practice Manual
Common areas of risk are acting for cash intensive businesses, acting for clients with overly complex business arrangements, and acting in business sectors where money laundering has been common in the past, to name just three examples.
Ongoing monitoring
All firms are obliged to ensure that their CDD documentation is subject to ongoing monitoring. It should be clear that the firm has carried out such an exercise regularly, perhaps simply by initialling and dating the ‘Know your client’ schedules to record that there have been no changes (if appropriate).
As this is a requirement, we recommend that you review and update the risk assessment element at least once a year. For example, it might be best to include this as an integral part of the planning process of each assignment i.e. when starting an annual accounts preparation job or self-assessment tax return assignment. Adding it to the relevant checklist would act as a reminder at the appropriate time.
As part of this review process, you should also ensure that you have adequate proof of identity on file. You do not need to perform a new identity check every year, or to obtain a copy of a current driving licence or passport just because the one you have on file has expired. However, if the details have changed, such as a change of name, it is best practice to obtain fresh documentation.  
The 5th AML Directive encourages the use of electronic identification procedures, and many providers have a facility to automatically perform annual identification checks. They may also, as additional services, perform checks to establish whether the individual is a PEP and whether there is any adverse media against the subject. Automating these checks to run on a regular basis, such as annually or every two or three years, makes it easier to identify changes and risks which may not otherwise become apparent with an unautomated manual system, and may be more cost effective in the long run.
The identification requirements for individuals, companies, and charities are set out below.  
Appropriate Identity Documentation
Individuals
Electronic ID Check – if you undertake an electronic ID check using a reputable provider of such services, that is sufficient evidence and you do not need to do any more. The CCAB Anti-Money Laundering, Counter-Terrorist and Counter-Proliferation Financing Guidance for the Accountancy Sector contains further information on the use of electronic data services. The Practice Team at ICAS can provide details of reputable providers.
Appropriate Photographic ID – if you obtain a government issued document with the individual’s full name and photograph and either their date of birth or their residential address, that is sufficient evidence.  Examples of such documents are a passport, a photocard driving licence (full or provisional), national identity card (for non-UK nationals) or a firearms certificate or shotgun licence.
No photographic ID available – you should obtain a government issued document with the individual’s full name (such as a non-photocard driving licence, or a recent letter evidencing entitlement to a state or local authority benefit e.g. housing or council tax benefit, universal credit, pension, educational or other grant) and a second document issued by a government department, local authority or an FCA Regulated firm in the financial services industry with the individual’s full name and either their date of birth or their residential address (such as a council tax demand, utility bill, current bank or credit card statement, but not ones printed off the internet). In this context, “recent” means dated within the last three months.
No matter which of the three above methods you use, for all high-risk individuals, you should further confirm their residential address by either contacting them at that address or obtaining an additional document listed above.
Companies
When dealing with a limited company, you should obtain written confirmation from the company that the person instructing you is authorised to do so and is who he says he is.
For companies that are listed on a recognised stock exchange in the EEA, you may apply simple due diligence and verify its listing on the relevant stock exchange
For or all other companies you should:
1. Verify the existence of the company on the relevant register or obtain a copy of the Certificate of Incorporation.
2. List all the directors (or equivalent) and undertake individual identity checks for some or all.
3. List all the beneficial owners (25% or more control) and undertake individual identity checks for some or all. 
4. For UK companies, confirm that the details obtained at 2 and 3 above agree with the details on the PSC Register at Companies House and report any discrepancies.
The number of directors and beneficial owners to be individually identified will be higher for companies assessed to be high risk.
Charities/ Not for profit organisations
When dealing with a charity, you should obtain written confirmation from the charity that the person instructing you is authorised to do so and is who he says he is.
You should also:
1. Verify the existence of the charity on the relevant register.
2. Obtain a copy of the founding document.
3. List all the trustees (or equivalent) and undertake individual identity checks for some or all.
As a minimum, you should individually identify the main office bearers (chair, secretary, treasurer) and the instructing representative (if different). However, the number of trustees to be individually identified will be higher for charities assessed to be high risk.  
Other entities
Guidance on identification requirements on the following entities is available from Practice Support on request through the ICAS technical helpdesk: 
Clients who you have not met in person
Clubs and Societies
FCA Authorised firms
Local Authorities, Councils, or government departments
Partnerships and unincorporated businesses
Pension Schemes
Professional Firms
Trusts

Specimen Documents
Know Your Client and Risk Assessment – Individual  
Know Your Client and Risk Assessment – Entity  

Further information and assistance
Further assistance and information can be obtained from the Practice Support team. You can contact them through the Practice Support section of the ICAS Technical helpdesk.



Disclaimer:

This document has been published by ICAS for information purposes only and ICAS cannot accept responsibility for any person acting or refraining to act as a result of any material contained within this guidance. Recipients should make their own independent evaluation of this information and no action should be taken, solely relying on it. The document is intended to assist members in the general application of the subject, it is not intended to cover all aspects. 

Whilst this information is believed to be reliable, ICAS, its employees and others involved in the production of this information do not provide any representation or warranty (express or implied) of any kind as regards the accuracy or completeness of this information, nor do they accept any responsibility or liability for loss or damage arising in any way from any use made of or reliance placed on this information.

All information is believed to be correct at the time of publication.
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