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Introduction
HMRC is required to maintain a register of all relevant persons who are trust or company service providers (TCSPs) that are not already registered with the FCA. This helpsheet will explain what TCSP work is, what the TCSP register is and how this area interacts with anti-money laundering (AML) supervision.
What is the TCSP Register?
Under Regulation 54 of the Money Laundering, Terrorist Financing and Transfer of Funds (Information on the Payer) Regulations 2017 (MLRs), HMRC must maintain a register of all relevant persons in the UK that act or intend to act as TCSPs, that are not already registered with the FCA. 
In order to maintain the TCSP register, HMRC requires that ICAS (along with other professional body supervisors) notify HMRC of all firms that we supervise under the 2017 MLRs and which perform TCSP work. 
If you have told ICAS on your annual return that you have performed TCSP work in the last 12 months, or intend to provide TCSP services, then we will include your firm in our notification to HMRC for inclusion on their TCSP register. The information included in the HMRC TCSP register will be made accessible to law enforcement agencies, UK or overseas supervisors, and other authorities to the extent permitted under the MLRs. 
Please note – any firm undertaking any TCSP activity, as defined in the MLRs, must be registered with HMRC prior to undertaking the TCSP activity – even if it is only on an occasional basis. 
Firms (including sole practitioners) which are TCSPs and are not on the register may be subject to ICAS disciplinary action and/or criminal or civil penalties by HMRC. 
What is TCSP work?
It is essential to understand what is meant by TCSP work to ensure that accurate declarations are made to ICAS and that the firm’s whole firm risk assessment reflects an appropriate risk.
Under the MLRs, a TCSP is any firm which, in the course of business, provides any of the following services to other persons: 
forming companies or other legal persons such as LLPs
acting, or arranging for another person to act, as a director or secretary of a company
acting, or arranging for another person to act, as a partner (or in a similar position) for other legal persons
providing a registered office, business address, correspondence address or administrative address for a company, partnership, or other legal person or arrangement
acting, or arranging for another person to act, as a trustee of an express trust or similar legal arrangement
acting, or arranging for another person to act, as a nominee shareholder for another person, unless the other person is a company listed on a regulated market which is subject to acceptable disclosure requirements.

A firm is considered to be TCSP provider even if these services are provided incidentally to other accountancy services, or they are provided infrequently or on a one-off basis. 
Further information on HMRC’s definition of TCSP is available on HMRC’s website. 
Do I need to be AML supervised to do TCSP work? 
Yes. Under the MLRs, firms that are TCSPs are required to be supervised. Firms that provide TCSP services as part of their accountancy practice offering, and who are subject to the ICAS practice monitoring regime, will be supervised by ICAS for all of their work. 
ICAS Members who do TCSP work but not accountancy services should contact the ICAS Regulatory Authorisations team to find out if they require to apply for AML supervision by ICAS or another supervisor such as HMRC. 
Why does TCSP work have a higher AML risk? 
HM Treasury and Home Office published the National Risk Assessment of money laundering and terrorist financing (NRA) in 2020. 
The NRA states that ‘Company formation and associated TCSP services continue to be the highest risk services provided by ASPs [Accountancy Service Providers] for money laundering.’
It also states ‘TCSPs can be exploited, either wittingly or unwittingly to enable the laundering of significant illicit flows through companies, partnerships and trusts. They often offer services which can enhance the attractiveness of companies and partnerships to criminals, for example increasing anonymity or creating complex structures. While it is assessed that the majority of UK TCSPs adequately risk assess their clients and seek to understand the nature of their customer’s business activity, it is almost certain that a relatively small number do not fully understand the risks involved. Evidence has demonstrated the laundering of millions of pounds through UK legal entities established by TCSPs. The risk of TCSPs being used to facilitate money laundering is therefore rated high.’ 
By engaging accountants, the criminals create complex corporate structures that conceal the true source of wealth and/or funds. The nature of the work of TCSPs therefore makes them extremely susceptible to money laundering.   
You should consider the AML risk faced by your firm through your firm wide risk assessment, incorporating the risk assessment set out in the National Risk Assessment. 
Useful links
Money laundering supervision for trust or company service providers 
National risk assessment of money laundering and terrorist financing 2020
Further information and assistance
Further assistance and information can be obtained from the Practice Support team. You can contact them through the Practice Support section of the ICAS Technical helpdesk.





















































Disclaimer:

This document has been published by ICAS for information purposes only and ICAS cannot accept responsibility for any person acting or refraining to act as a result of any material contained within this guidance. Recipients should make their own independent evaluation of this information and no action should be taken, solely relying on it. The document is intended to assist members in the general application of the subject, it is not intended to cover all aspects. 

Whilst this information is believed to be reliable, ICAS, its employees and others involved in the production of this information do not provide any representation or warranty (express or implied) of any kind as regards the accuracy or completeness of this information, nor do they accept any responsibility or liability for loss or damage arising in any way from any use made of or reliance placed on this information.

All information is believed to be correct at the time of publication.
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